
Asana Authentication
Overview
The Alchemer Asana integration uses a Personal Access Token (PAT) to authenticate.

Asana API Credentials

What You Need
An Asana Personal Access Token (PAT) generated from your Asana Dev account

How to Get Your Asana API Credentials

1. Steps for creating a Personal Access Token
Use this link to navigate to the 'My apps' section of your Asana Developer account.
Click Create new token.
Name it and click Create token button
Copy the generated token and store it securely.

Note: You will not be able to see this token again for safety reasons. Ensure you save it
securely. You can make a new token at any time if you lose your token, but you will need
to create a new Auth in your Asana integrations.

Need more help? See Asana’s API authentication documentation: Asana API: Personal Access
Tokens

Authenticate Asana in Alchemer
After obtaining your Asana Personal Access Token, add it to the Alchemer Asana integration.
Credentials are securely stored in Alchemer and can be reused across all Asana actions.

How to Authenticate

1. Start a New Authentication
Inside any Asana integration action, select New Authentication.

2. Enter Your Asana Credentials
Provide the following:

Your Asana Personal Access Token (PAT)

3. Save Your Authentication
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https://app.asana.com/0/my-apps
https://developers.asana.com/docs/personal-access-token


Select Create.
Once created:

The authentication is saved and reused for all Asana actions
You only need to update it if your PAT expires or is replaced
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